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INFORMACIJOS SAUGUMO VALDYMO POLITIKA

UAB ,Genering“ elektrotechnikos, telekomunikacijy, apsauginés signalizacijos, procesy
valdymo ir automatizacijos projektavimo, diegimo, projekty valdymo, susijusios jrangos tiekime,
gamyboje bei prieZitros veiklose taiko ISO 27001 standarto reikalavimus.

Vienas i$ svarbiausiy jmonés veiklos uzduodiy — jmonés ir klienty informacijos bei duomeny
apsaugojimas, todél jmonés darbuotojai kasdienéje savo veikloje vadovaujasi Informacijos saugumo
valdymo sistema pagal ISO 27001:2022 standarto reikalavimus. ]gyvendindami standarto
reikalavimus jmonés darbuotojai siekia, kad nebity incidenty, galin€iy pakenkti organizacijos
reputacijai ir jsipareigoja:

e Uztikrinti organizacijos informacijos ir informaciniy technologijy apsauga.

e Uztikrinti informacijos saugumg atitinkancius veiklos reikalavimus ir atitinkamus
jstatymus.

o Pasiekti ir palaikyti tinkamg organizacijos turto apsaugg.

e |Svengti nesankcionuotos fizinés ir nuotolinés prieigos, nuostoliy ir trukdziy
organizacijos veiklai ir informacijai, esanciai informacinése sistemose.

e UZtikrinti, kad informacijos saugumo incidenty valdymas baty nuoseklus ir efektyvus.

e |Svengti turto netekties, Zalos, vagystés arba defekty ir organizacijos veiklos
pertrakiy.

e Uztikrinti tiksly ir saugy informacijos apdorojimo priemoniy darbg.

e Uztikrinti, kad saugumas bty integrali informacijos sistemy dalis.

e Prizilréti informacijos saugumo valdymo sistemg, uztikrinancig 1SO 27001:2022
standarto reikalavimy vykdyma.

o Uztikrinti sistemos atitiktj organizacijos saugumo politikoms ir standartams.

o Periodiskai atlikti rizikos vertinimg tam, kad baty galima nustatyti tolimesniy veiksmy
poreik].

e Siekti nuolatinio informacijos saugumo valdymo gerinimo.
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