
  

  

 

 

INFORMACIJOS SAUGUMO VALDYMO POLITIKA 

 

UAB „Genering“ elektrotechnikos, telekomunikacijų, apsauginės signalizacijos, procesų 

valdymo ir automatizacijos projektavimo, diegimo, projektų valdymo, susijusios įrangos tiekime, 

gamyboje bei priežiūros veiklose taiko ISO 27001 standarto reikalavimus.  

Vienas iš svarbiausių įmonės veiklos užduočių – įmonės ir klientų informacijos bei duomenų 

apsaugojimas, todėl įmonės darbuotojai kasdienėje savo veikloje vadovaujasi Informacijos saugumo 

valdymo sistema pagal ISO 27001:2022 standarto reikalavimus. Įgyvendindami standarto 

reikalavimus įmonės darbuotojai siekia, kad nebūtų incidentų, galinčių pakenkti organizacijos 

reputacijai ir įsipareigoja: 

 

• Užtikrinti organizacijos informacijos ir informacinių technologijų apsaugą. 

• Užtikrinti informacijos saugumą atitinkančius veiklos reikalavimus ir atitinkamus 

įstatymus. 

• Pasiekti ir palaikyti tinkamą organizacijos turto apsaugą. 

• Išvengti nesankcionuotos fizinės ir nuotolinės prieigos, nuostolių ir trukdžių 

organizacijos veiklai ir informacijai, esančiai informacinėse sistemose. 

• Užtikrinti, kad informacijos saugumo incidentų valdymas būtų nuoseklus ir efektyvus. 

• Išvengti turto netekties, žalos, vagystės arba defektų ir organizacijos veiklos 

pertrūkių. 

• Užtikrinti tikslų ir saugų informacijos apdorojimo priemonių darbą. 

• Užtikrinti, kad saugumas būtų integrali informacijos sistemų dalis. 

• Prižiūrėti informacijos saugumo valdymo sistemą, užtikrinančią ISO 27001:2022 

standarto reikalavimų vykdymą. 

• Užtikrinti sistemos atitiktį organizacijos saugumo politikoms ir standartams. 

• Periodiškai atlikti rizikos vertinimą tam, kad būtų galima nustatyti tolimesnių veiksmų 

poreikį. 

• Siekti nuolatinio informacijos saugumo valdymo gerinimo. 
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